Sincronizar Lider con Woocommerce

En WordPress — Usar usuario con permisos de
Administrador

1) Deben estar instalados y activados los plugins “Woocommerce” y “JWT
Authentication” https://es.wordpress.org/plugins/jwt-authentication-for-wp-rest-api/.
Para instalar un plugin nuevo ir a Dashboard -> Plugins -> Afdadir nuevo -> Subir
plugin (botén) y seleccionar el .ZIP.

2) En Woocommerce -> Ajustes -> Avanzado -> REST API (pestana) -> Ahadir clave.
2.1) Siya hay una clave creada, eliminarla (revocarla) y crear una nueva con el botén
“Afadir clave”.

2.2) Al ahadir una clave tiene que elegir un usuario administrador, y darle permisos de
Lectura/Escritura. Y en Descripcidon poner una palabra que lo represente, luego Click
en el boton “Generar clave de API”.
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2.3) Se van a generar una “consumer key” y una “secret key”, anotarlas ahora para
usarlas en Lider Gestién. Las claves solo se van a mostrar en este momento, después
no se podran ver.
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https://es.wordpress.org/plugins/jwt-authentication-for-wp-rest-api/

3) Con un gestor de FTP como Filezilla, buscar en el hosting y navegar a la ruta
“../var/www/html” o similar. Deben estar a la vista los archivos “.htaccess” y “wp-
config.php”. Hacer un backup local de ambos archivos.
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htaccess 1687 Archiv...
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3.1) Editar el archivo “.htaccess” (local o sobre el FTP, si es local después hay que
resubirlo).

Agregar las siguientes lineas en la seccion <IfModule mod_rewrite.c>, dentro de
“#begin wordpress”. Si “RewriteEngine on” ya existe, entonces solo copiary pegar
las 2 ultimas reglas.

RewriteEngine on
RewriteCond %{HTTP:Authorization} *(.*)
RewriteRule *(.*) - [E=HTTP_AUTHORIZATION:%1]

### marker

# ED

# BEGIN WordPres

# Las «
WordP
>scrit

\uthorization}]

</IfModule>

# END WordPress

4. Editar el archivo “wp-config.php” (local o sobre el FTP, si es local después hay que
resubirlo).

4.1) Agregar la siguiente linea en la seccidn “Authentication unique keys and salts.”

define('JWT_AUTH_SECRET_KEY', 'YOUR_KEY");

Reemplazar “' YOUR KEY'” (mantener los ‘ ‘) por cualquiera de las claves que se
encuentran aca https://api.wordpress.org/secret-key/1.1/salt/


https://api.wordpress.org/secret-key/1.1/salt/

5. Verificacion del APl REST de Woocommerce desde el Navegador

URL para Acceder al API

Puedes acceder al API REST de Woocommerce directamente desde el navegador
utilizando la autenticacion en la URL. Esto es util para verificar rapidamente la
conexidn sin necesidad de herramientas adicionales.

Ejemplo del formato de la URL:
https://CONSUMER_KEY:CONSUMER_SECRET@susitioweb/wp-json/wc/v3/

Ejemplo practico:

https://ck_cd41654fb1b55626a1eadd06029046a357380f02:cs_e0583cc9a306b7d88
ba847ef61a5e336d1cabad9@tusitioweb.com/wp-json/wc/v3/

Controlar con el navegador si esta conectado:

https://ck_cd41654fblb55626aleaddB6029046a357380F02: cs_eB583cc9a306b7d88baB47efbla5e336d1ca5ad9@susitioweb /wp-json/we/v3/

. - Reemplazar por su web
Reemplazar por el Consumer Key de su web Reemplazar por el Consumer Secret de suweb I f



https://ck_cd41654fb1b55626a1eadd06029046a357380f02:cs_e0583cc9a306b7d88ba847ef61a5e336d1ca5ad9@tusitioweb.com/wp-json/wc/v3/
https://ck_cd41654fb1b55626a1eadd06029046a357380f02:cs_e0583cc9a306b7d88ba847ef61a5e336d1ca5ad9@tusitioweb.com/wp-json/wc/v3/
https://ck_cd41654fb1b55626a1eadd06029046a357380f02:cs_e0583cc9a306b7d88ba847ef61a5e336d1ca5ad9@tusitioweb.com/wp-json/wc/v3/

El formato de la respuesta debe ser el siguiente:

JSON response example:

“namespace
“routes™:
"fwcfv3T: {
"namespace”: "wc/
"methods™: [
"GET™
1,
"endpoints™: [
i
"methods": [
"GET"
]J‘
"args": {
“namespace™: {
"required”: false,
"default®: °
}1
"context": {
"required™: false
"default": "view

¥
].'
" links™: {
"self": "hitp
1
J
1
I
"fwc/v3/fcoupons®
"namespace™:
"methods": [
"GET™,
"pOST™
].'
"endpoints™: [
I
L
"methods": [




